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SPECIFICATIONS REQUIREMENTS MATRIX 

	
	FUNCTIONAL REQUIREMENTS
	MANDATORY
	OPTIONAL

	
	2.1
	Traffic Management Functions
	
	

	
	2.1.1
	Status Monitoring – Capable of monitoring a signal system on a second- by-second basis or on priority basis for message communications.


	X
	

	
	2.1.2
	Capacity – The system shall be scalable and have the capability of managing up to a minimum of 250 intersections, as well as accommodating: 

· 15 Simultaneous users

· 16 Special functions


	X
	

	
	2.1.2 A
	15 Simultaneous users
	X
	

	
	2.1.2 B
	16 Special functions
	X
	

	
	2.1.3
	Control Sections – Capacity to control a minimum of 100 control sections, able to assign intersections/detectors to different sections per requirement.


	X
	

	
	2.1.3 A
	Control Sections – Capacity to control a minimum of 200 control sections, able to assign intersections/detectors to different sections per requirement.


	
	X

	
	2.1.4
	Modes of Operation – The central signal system shall operate in the following modes:

	

	
	2.1.4.1
	Time-of-day/Day-of-week – For regular control.
	X
	

	
	2.1.4.2
	Free / Isolated Mode – The operator shall be able to invoke a manual Free command to override the plan currently in effect
	X
	

	
	2.1.4.3
	Special Events – Temporary (specific time/date basis) and permanent (every day/week/time span basis) event based control.  
	X
	

	
	2.1.4.4
	 Manual Commands – For control with manual override and release and/or termination with a specific time frame
	X
	

	
	2.1.4.5
	Traffic Responsive – For control where the timing plan is best suited to existing traffic conditions based on UTCS algorithm.
	X
	

	
	2.1.4.6
	Standby mode – Single intersection or system wide, component to run uncoordinated with the ability to reactivate off-line or disabled intersections controlled via the system.
	X
	

	
	2.1.4.7
	Flash & Free Flash Mode – Where the controller is to run uncoordinated w/o providing green time at intersection, commanded using the system.
	X
	

	
	2.1.4.8
	Adaptive Control – The system shall generate and implement timing plans in real time based on detector data using predictive algorithms.
	
	X

	
	2.1.4.9
	Stop Time Control – The system shall allow the operator to implement remote, stop time, traffic signal control from the TMC.
	X


	

	
	2.1.5
	 Traffic Database –  Off the shelf database package with interface to be integrated into the system to provide off-line and online database generation and maintenance with following functions:
	X

	

	
	2.1.5.1
	Database Recovery – Automatically compress and back-up database on specified time-of-day or upon command and restore back-up copy to database.
	X
	

	
	2.1.5.2
	Database Reports – Provide seamless interface for operators to be able to create reports in commonly used formats (comma separated variable etc.) using relational database utility in the database package.
	X
	

	
	2.1.6
	Controller Operation – The central signal system controller interface  shall have the following features:
	
	

	
	2.1.6.1
	 Distributed Operation – Ability to operate in distributed mode, fully utilizing intelligence in local intersection controllers that are programmed with timing plans, TOD/DOW schedules etc.
	X
	

	
	2.1.6.2
	Upload/Download – Ability to upload/download on either system wide, section or intersection basis at minimum communication rate of 19.2 kbps, data includes timing parameters, detector data, controller and cabinet alarm data, event data, universal date and time, controller date and time, other functional requirements.
	X
	

	
	2.1.6.3
	Failure Monitoring – Ability to diagnose and report on controller and detector output.
	X
	

	
	2.1.6.4
	Timing Plans – Ability to provide for a minimum of 16 unique timing plans with uniquely programmable values for cycle length, offset phase sequence, split values etc., for each intersection to be stored in central database and at least 16 such plans to be stored in the local controller database.
	X
	

	
	2.1.6.5
	 Phase Sequence Flexibility – Flexibility for left-turn phasing including lead, lag & lead/lag phasing be able to recognize third-car left-turn lane detection using two left-turn lane loops.
	X
	

	
	2.1.6.6
	 Preemption of Operation – Operators able to preempt any operation based on security level.
	X
	

	
	2.1.6.7
	Vehicle Preemption – Ability to recognize locally initiated pre-emption and beginning and ending times of all pre-emption events to be recorded.
	X
	

	
	2.1.7
	Traffic Alarms – The system shall have the ability to automatically sending alphanumeric and audio messages to maintenance personnel upon detection of critical problems and record voice messages to be attached to system event.


	X
	

	
	2.1.8
	Detector Data Processing – The system shall have the ability to process detector data every one (1) minute for traffic responsive operation and reevaluate  traffic responsive data every five (5) minutes. These include:
	X
	

	
	2.1.8.1
	 Detector Data Types – The system shall have the ability to recognize, process, and display detector information from detectors located at the intersections and sensors, detectors such as mid-block count stations. Data to include volume, average speed, average gap time, average headway, occupancy, concentration, average length, confidence level and vehicle classification.
	X
	

	
	2.1.8.2
	Data Collection & Retrieval – The system shall have the ability to automatically record detector data in the database and archive data onto external media. Raw data to be stored in memory for 5-min basis.
	X
	

	
	2.1.8.3
	Detector Monitoring – The system shall have the ability to obtain feedback from the field loop detectors and to continuously monitor video detectors for proper operation. Detectors shall be classified as acceptable, marginal, disabled or failed with failures reported to a system log and system work-station. The user-definable thresholds to detect failure shall include at a minimum, the following failure types: maximum presence, no activity, erratic output and bad communications.
	X
	

	
	2.1.8.4
	Traffic Monitoring
	
	X

	
	2.1.8.5
	Controller Database Monitoring 
	
	X

	
	2.1.9
	Interface with SYNCHRO 8– The system shall have the ability to import and export timing data to and from SYNCHRO with a single command and be able to directly download timing plans generated by SYNCHRO to the controllers.
	X

	

	
	2.2
	System Integration
	
	

	
	2.2.1
	Time Synchronization – The system shall have the ability to automatically synchronize with the coordinated universal time (UTC).
	X
	

	
	2.2.2
	Central Architecture 
	
	

	
	2.2.2.1
	Open Architecture – The supplier shall place source code for restrictive software that is under configuration management and control in a software escrow account, accompanied by detailed source code documentation. The escrow account shall be updated at least annually.
	          X
	

	
	2.2.2.2
	 Scalability – The central signal system software shall be capable of handling up to 250 intersections.
	X
	

	
	2.2.2.3
	 Windows Based – The central signal system software shall be based on a Windows 7 operating system
	X
	

	
	2.2.3
	 Traffic Signal Controller Communications – The central signal system shall include a modular communications process that is compatible with TS-2 communications hardware and the communications protocol shall be based on the following national Transportation Communications for ITS Protocol (NTCIP) standards. The software shall be demonstrated to have previously worked with multiple controllers. The communication protocols are:
	X
	

	
	2.2.3.1
	NTCIP 101 – Simple Transportation Management Framework.
	X
	

	
	2.2.3.2
	NTCIP 2001 – Class B Profile.
	X
	

	
	2.2.3.3
	NTCIP 1201 – Global Object Definitions.
	X
	

	
	2.2.3.4
	 NTCIP 1202 – Object Definitions for Actuated Traffic Signal Controller Units.
	X
	

	
	2.2.4
	Center-to-center Communications – The central signal system software shall be able to utilize AZTech Center-to-Center Message sets for data exchange with the Regional Archived Data System (RADS). The AZTech Center-to-Center Message sets are compliant with national standards and can be accessed at www.aztech.org.  This reference document is entitled: RADS Traffic Management System Center-to-Center Message Interface Design, Revision 2.0, June 30, 2008.
	X
	

	
	2.2.5
	ATMS Functions – 
	
	

	
	2.2.5.1
	 CCTV – The system shall have an integrated graphical interface to control and monitor the CCTV system including camera/display selection, configuration setup, selection and implementation of presets, camera control. The system shall also have the ability to report camera failures.
	X
	

	
	2.2.5.1A
	CCTV Compatible with Camera Cameleon


	X
	

	
	2.2.5.2
	Dynamic Message Signs – The system shall monitor each dynamic message sign and send messages for each DMS from a database of messages using the NTCIP.
	X
	

	
	2.2.5.2A
	DMS Compatible with Camera Cameleon


	X
	

	
	2.2.6
	Security – The central signal system shall be provide and maintain a security system to prevent unauthorized access to the system, which shall be applicable to executable as well as text and database files. Operator privileges shall be definable on a functional level.
	X
	

	
	2.3
	User Interface
	
	

	
	2.3.1
	General Ease of Use – The system software shall provide the operators with a graphical user environment and shall include standard WindowsTM printer interfaces and drivers. The GUI shall incorporate pop-up multiple display objects, menu icons, dialog boxes, push button commands, visual and audio alarms, use of object characteristics and other elements of typical GUI’s.
	X
	

	
	2.3.2
	Multi-User Capability – The system software shall support a multi-terminal, multi-user interface and allow accesses to multiple levels of the system software simultaneously.
	X
	

	
	2.3.3
	 Dynamic Displays 
	
	

	
	2.3.3.1
	System Map – The system map shall have the following capabilities:
	X
	

	
	2.3.3.1.1
	Zoom/Pan – The dynamic mapping shall incorporate full pan/zoom capabilities and offer the operator the ability to set up both dynamic and static informational layers.
	X
	

	
	2.3.3.1.2
	GIS Compatibility – The system shall be GIS compatible
	X


	

	
	2.3.3.2
	Intersection Status – The system shall allow operators to view real-time intersections status and detector data overlaid on the system map and the status of equipment on a filtered basis using filters such as Power up/down, detector events, time download, transitions, timing plan change, flashing operation – police, technical flash, special event, pre-emption operation – Opticom/Tomar preempt, fire station preempt, railroad preempt etc, cabinet door, special functions, controller event log, detector event log, MMU events log, keyboard entry detection etc. Intersection Status include:
	X
	

	
	2.3.3.2.1
	Intersection Displays – The intersection display shall depict roadway curb lines, lane lines and static display that include street names, intersection number, phase numbering, special function definition and north arrow. The intersection displays shall also include dynamic indicators that indicate the status of  (controller operation mode  ( master intersection ( controller status ( difference between programmed and actual offset ( communication status ( cabinet door status ( color status for vehicular and pedestrian phases ( actuation status for all local detectors ( preemption status ( special function status ( failure indication ( count-up of cycle clock ( count-down for remaining seconds for split of phase in service.
	X
	

	
	2.3.3.2.2
	Detector Displays – The system shall display the detector status for the given intersection along with traffic counts within user-defined count intervals. The detectors status shall include ( Operation/ Not-operational (No activity ( Erratic output ( Maximum presence ( Failed Communication ( Real-time feedback preempted.


	X
	

	
	2.3.3.3
	Communication Statistics – The system shall have the capability of developing display/report that shows the communication throughput including communication attempts, number of successes, failures, % of successful communication per intersection, per channel and per system.
	X
	

	
	2.3.3.4
	Time Space Diagrams – The system shall be able to generate and display time-space diagrams from real-time and historical data. The system shall also enable the operators to fine tune the timing plans using click and drag methods and save the resultant changes in the databases.
	X
	

	
	2.3.3.5
	 Failure Summary – The system shall be able to generate and display time-space diagrams from real-time and historical data. The system shall also enable the operators to fine tune the timing plans using click and drag methods and save the resultant changes in the databases.
	X
	

	
	2.3.4
	 History Reports – The system shall generate reports for traffic events, detectors data, measures of effectiveness (MOEs) and communication statistics.
	X
	

	
	2.3.5
	Audible Alarms – The system shall generate audible alarms for specified user-defined failures, concurrent with graphical alerts and alphanumeric paging which can be disabled/enabled easily.
	X
	

	
	2.3.6
	Global Parameter Changes – The system shall be able to make global changes to control parameters on a system wide or intersection basis.
	X
	

	
	2.3.7
	Remote Access – The system shall have the capability of providing access to the system for remote operators via LAN and VPN connections.


	X
	

	
	2.3.7A
	Internet Access – The system shall have the capability of providing access to the system for remote operations via the internet.
	X
	

	
	2.4
	Maintenance & Support
	
	

	
	2.4.1
	Expandability – The system shall be capable of handling up to 250 intersections 
	X
	

	
	2.4.2
	Industry Standards – The system shall meet enhancements to the industry standards including approvals and amendments to the NTCIP standards
	X
	

	
	2.4.3
	Documentation – The system shall be fully documented that consist of pertinent technical documentation and user documentation such as ( system architecture and block diagrams, ( hardware requirements ( program source libraries and source code ( database definitions and file structures ( interface specifications ( specifications compliance matrix ( communication protocols ( variable descriptions ( security documentation ( system backup and recovery ( system operational procedures and error handling, operational options, hardcopies of operational and training manual ( Online User Help
	X
	

	
	2.4.4
	Training – Training including formal classrooms and hands-on workshops shall be provided to include  ( Use of operator interface ( Use of graphical map generation and animation  ( database use and manipulation ( system parameters and database entry ( error messages and troubleshooting techniques ( database custom report generation ( overview of system structure and interfacing ( priority scheme setup ( configuration setup ( file maintenance ( system startup and shutdown ( system backup and recovery procedures.
	X
	

	
	2.4.5
	Cell phone texting – The system shall issue audible and alphanumeric pages from a database of at least 100 messages and a reference location database for at least 2000 device locations.
	X
	

	
	2.4.6
	 System Backups – 

	
	

	
	2.4.6.1
	Recovery – The system shall automatically recover from power failure and begin communications with all field equipment via central communications system.
	X
	

	
	2.4.6.2
	Archiving – The system shall automatically compress and archive five-minute detector data every 24-hours and notify user when enough storage space is not available on media for archiving.
	X
	

	
	2.4.6.3
	Disaster Recovery – A means and process shall be provided for a complete backup.
	X
	

	
	2.4.7
	Operational Support: Help shall be available to provide operational support and assist in trouble shooting system problems.
	X
	

	
	2.4.8
	Testing – 
	
	

	
	2.4.8.1
	 Factory Acceptance – The system shall be tested to demonstrate conformance with all applicable requirements
	X
	

	
	2.4.8.2
	Operational Testing – The operational test shall be deemed complete when the system is demonstrated to meet all requirements when all components are working together as an integrated system
	X
	

	
	2.4.8.3
	Final Acceptance Testing – The final test to be completed after all items conform to the requirements as approved by the client.
	X
	

	
	2.4.9
	Warranty & Maintenance Agreement – 
	
	

	
	2.4.9.1
	 Warranty – One year warranty that includes, bug fixes and upgrades either on-site or through remote access.
	X


	

	
	2.4.9.1A
	Extended Warranty – An extended warranty that includes bug fixes and upgrades either on-site or through remote access.
	
	X

	
	2.4.9.2
	 Maintenance Agreement – Agreement that includes operational support through access to a troubleshooting hotline, emergency maintenance, routine preventive maintenance, client VPN system access, and software updates.
	
	X

	
	2.5
	System Enhancements – The client may request the supplier for specific system enhancements.
	
	X

	
	2.6
	Usage Report – Delineating the acquisition activity governed by the Contract 
	X
	

	
	2.7
	Facilities – the City shall provide personnel with adequate workspace for consultants
	X
	

	
	
	
	
	

	
	
	
	
	


